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https://www.staff.brunel.ac.uk/university-information/strategy/wielding-brunels-world-class-difference


https://assets.publishing.service.gov.uk/media/64f8498efdc5d10014fce6d1/14.258_HO_Prevent_Duty_Guidance_v5c.pdf
https://assets.publishing.service.gov.uk/media/64f8498efdc5d10014fce6d1/14.258_HO_Prevent_Duty_Guidance_v5c.pdf
https://students.brunel.ac.uk/documents/Policies/Updated-Safeguarding-Children-and-Vulnerable-People-Policy-2-8-22.pdf
/about/documents/pdf/Student-Disciplinary-Procedure-2019-02-20.pdf
/about/documents/pdf/Extraordinary-Support-for-������ý�鶹��-Procedure-SR11-2022-01-24.pdf
https://students.brunel.ac.uk/documents/Policies/bullying-and-harassment-policy.pdf
https://students.brunel.ac.uk/documents/Policies/dignity-at-work-policy-bullying-and-harassment2.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
/about/administration/policy?id=84e88e7e-6f8a-4041-a527-13b7097224a3
https://students.brunel.ac.uk/documents/Policies/2019-20/Data-Protection-Policy-2018.pdf
https://students.brunel.ac.uk/documents/Policies/2020-21/Handling-Staff-Personal-Data.pdf
https://students.brunel.ac.uk/documents/Policies/2020-21/Handling-Student-Personal-Data.pdf
https://students.brunel.ac.uk/documents/Policies/equality-diversity-and-inclusion-strategy-social-justice-for-all-2021-2024.pdf
https://students.brunel.ac.uk/documents/Policies/equality-and-diversity-policy.pdf
https://students.brunel.ac.uk/documents/Policies/student-complaints-procedure7.pdf
https://students.brunel.ac.uk/documents/Policies/health-and-safety-policy-2022-to-2023.pdf
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5.  Policy Statement 
 
5.1 In compliance with its duty under the CTSA  as described in the Prevent duty guidance: 

Guidance for Specified Authorities in England & Wales - 2023  the University will: 

a) develop and maintain appropriate leadership and partnership working to help it have due 

regard to the need to prevent people from becoming terrorists or supporting terrorism by: 

i) ensuring effective governance and oversight of compliance with the Prevent duty 

through Council and the Executive Board, along with strategic oversight through the 

Prevent Working Group. 

ii) building and consolidating the capabilities to deal with the operational delivery of 

Prevent activity through the Prevent Coordinator and Head of Security & Emergency 

Planning (the ‘Prevent Team’) and ensuring an appropriate process is maintained and 

promoted for the reporting and handling of Prevent-related concerns. 

ii) working in partnership with its DfE Prevent coordinator, local authority Prevent Lead, 

and the police if necessary, including co-operating as reasonably practicable with local 

authority-led Channel panels, in accordance with Section 38 of the CTSA. 

b) develop and maintain appropriate capabilities to have due regard to the need to prevent 

people from being radicalised into terrorism by: 

i) reviewing its Prevent risk assessment at least annually, including considering 

national, regional and local risks, to tailor approaches and manage risk accordingly 

and enable its Prevent Action Plan to be reviewed and updated.  

ii) arranging appropriate Prevent training for relevant staff, including additional, more 

regular training for those with Prevent-specific roles, such as the Prevent Team, so 

they can support others on Prevent matters and update them on relevant issues. 

iii) having effective welfare support systems in place and a clear process regarding 

how Prevent-related concerns should be reported and handled. 

iv) taking reasonable and appropriate steps to try to engage and consult students on 

its plans for implementing the duty through representatives from the Union of Brunel 

Students, and by offering relevant staff and students from the Union of Brunel Students 

Prevent awareness training.  

c) take proportionate, lawful and appropriate steps to reduce permissive environments for 

radicalisation by: 

i) having systems and processes for assessing and mitigating risks around external 

speakers and events on campus, while having particular regard to its duties relating to 

freedom of speech and academic freedom. 

ii) having an IT usage policy, relating to the appropriate use of its IT equipment and 

networks which contains specific reference to the Prevent duty. 

 
 
 
 
 
 
 

https://assets.publishing.service.gov.uk/media/64f8498efdc5d10014fce6d1/14.258_HO_Prevent_Duty_Guidance_v5c.pdf
https://assets.publishing.service.gov.uk/media/64f8498efdc5d10014fce6d1/14.258_HO_Prevent_Duty_Guidance_v5c.pdf
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6. Prevent-related complaints 

6.1 Students may raise a complaint about a Prevent related matter using the University's 

Student Complaints Procedure.   

6.2 Members of staff who wish to raise a formal grievance in relation to a Prevent related 

matter should seek to do so in accordance with the Grievance Policy.   

 

Part 2: Compliance: Implementing the Prevent duty  

The Policy Statement in Part 1 of this policy summarises the steps that the University takes to 

comply with its Prevent duty. Part 2 of this policy explains these steps in more detail.  

 

https://students.brunel.ac.uk/documents/Policies/student-complaints-procedure7.pdf
https://students.brunel.ac.uk/documents/Policies/student-complaints-procedure7.pdf
https://students.brunel.ac.uk/documents/Policies/grievance-policy-december-2015-final-1.pdf
mailto:preventsafeguarding@brunel.ac.uk
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2.  

/life/supporting-you/documents/pdf/Prevent-Action-Plan-2023-24.pdf
https://reportandsupport.brunel.ac.uk/
https://reportandsupport.brunel.ac.uk/
https://reportandsupport.brunel.ac.uk/
mailto:studentsupport@brunel.ac.uk
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 Student Support and Welfare – Additional welfare support, including support arising 
from a disability, can be obtained by contacting the Student Support and Welfare 
Team: Email studentsupport@brunel.ac.uk Telephone 01895 268268  
 

 Student Wellbeing 

https://students.brunel.ac.uk/support/faith-spirituality
https://students.brunel.ac.uk/documents/Policies/student-religion-and-belief-policy-final1.pdf
https://students.brunel.ac.uk/documents/Policies/student-religion-and-belief-policy-final1.pdf


https://students.brunel.ac.uk/documents/Policies/Updated-Safeguarding-Children-and-Vulnerable-People-Policy-2-8-22.pdf
https://students.brunel.ac.uk/documents/Policies/Updated-Safeguarding-Children-and-Vulnerable-People-Policy-2-8-22.pdf


/about/administration/policy?id=84e88e7e-6f8a-4041-a527-13b7097224a3
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
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infringements of or departures from these procedures may be barred from using the 

University’s facilities. 

2.7 Student Union’s Student Clubs and Societies must follow the Code of Practice on 

Freedom of Speech and Academic Freedom when using the University’s brand for off-site 

events.  All publicity using the University’s name must be agreed by the University Secretary 

& General Counsel prior to its publication.  No events shall be booked off campus in the 

University’s name where an external speaker is present without the consent of the University 

Secretary & General Counsel. 

2.8 Staff members must also follow the Code of Practice on Freedom of Speech and 

Academic Freedom when using the University’s brand for off-site events.  All publicity using 

the University’s name must be agreed by the University Secretary & General Counsel prior to 

its publication.  No events shall be booked off campus in the University’s name where an 

external speaker is present without the consent of the University Secretary & General Counsel. 

2.9 Events booked through the Meeting House and other faith spaces within the University 

are subject to the University’s Code of Practice on Freedom of Speech and Academic 

Freedom. .  

 

2.10   If the event involves external speakers, the event organiser is required to conduct an 

initial risk assessment prior to inviting the external speakers. This is set out in Section 2, Part 

3, of the Code of Practice on Freedom of Speech and Academic Freedom. If the risk is “Low”, 

the event organiser can invite the external speaker to the event subject to fulfilling their 

responsibilities as Event Organiser under the Code of Practice on Freedom of Speech and 

Academic Freedom. If the risk is “Medium” or “High” as defined in Appendix B of the Code of 

Practice on Freedom of Speech and Academic Freedom, an External Speaker Form should 

be completed and sent to legalservices@brunel.ac.uk.  

 

 

3 Academic Freedom and Sensitive Research  

3.1 As stated in Brunel’s Freedom of Speech Statement, academic members of staff at 
the University shall have freedom within the law to question and test received wisdom and to 
put forward new ideas and controversial or unpopular opinions without risk of losing their jobs, 
privileges or having their prospects of promotion reduced. 
 
3.2  It is further recognised that the research and study of terrorism is valid and valuable, 
and that staff and students should be able to undertake this without risk of prejudice. It is 
therefore acknowledged that certain staff (and exceptionally students) will have need to 
access material which supports terrorism as part of their work. In such cases it is incumbent 
on the responsible member of academic staff to ensure via the University’s normal ethical 
review processes that material is only accessed that is appropriate for the research or other 
work being carried out and that its use will not encourage terrorism in any way. This may 
include the use of an electronic and / or physical ‘safe room’ (as is already required by some 
funders for some security-

https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://students.brunel.ac.uk/documents/Policies/code-of-practice-on-freedom-of-speech-and-academic-freedom-clean-06-03-20231.pdf
https://view.officeapps.live.com/op/view.aspx?src=https%3A%2F%2Fstudents.brunel.ac.uk%2Fdocuments%2FPolicies%2Fexternal-speaker-form6.docx&wdOrigin=BROWSELINK
mailto:legalservices@brunel.ac.uk
/about/administration/Freedom-of-speech-statement
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academic freedom in all teaching, learning and assessment, the University aims to create an 
inclusive and safe space in which all are able to put forward their views within the law, with 
each contributor to a discussion being heard, and appropriate trigger or content warnings 
being given prior to the introduction of a particular topic, idea or viewpoint.  Academic staff are 
committed to taking an inclusive approach to their curriculum design and delivery, including 
their use of resources, sites and platforms and by engaging with students to raise awareness 
of different ideas and generating challenging discussion and debate as part of respectful 
enquiry. The University’s inclusive toolkit for academics provides advice and guidance and 
can be found at: Individual inclusive learning and teaching toolkit.  
 
3.4 Details of visiting lecturers should be made available to and approved by the University 
Secretary and General Counsel or nominee. 
 
 

Part 3: Procedure for raising a Prevent-related safeguarding concern  

 
1.  Internal reporting procedure 
 
1.1 The Prevent Coordinator is responsible for the operational management of casework 

which may arise as a result of the Prevent duty.  This includes managing and coordinating 

relevant welfare and academic support services internally as well as external welfare support 

(e.g. local authority services, NHS and / or various charities) and / or external referrals. The 

Prevent Coordinator works with the University’s Head of Security & Emergency Planning 

where Prevent-related safeguarding concerns are raised and together they make up the 

‘Prevent Team’.  

1.2 Where potential Prevent-related safeguarding concerns arise, these should be 
shared as quickly as possible  with the Prevent Team led by the Prevent Coordinator by 
reporting it via the Report & Support portal or by emailing: studentsupport@brunel.ac.uk.  
 

1.3 Following a potential Prevent-related safeguarding concern being raised, the Prevent 

Coordinator will work with the Head of Security & Emergency Planning to carry out an initial 

https://view.officeapps.live.com/op/view.aspx?src=https%3A%2F%2Fstudents.brunel.ac.uk%2Fdocuments%2FPolicies%2Findividual-inclusive-learning-and-teaching-toolkit.docx&wdOrigin=BROWSELINK
https://reportandsupport.brunel.ac.uk/
mailto:studentsupport@brunel.ac.uk.%20Where
https://www.officeforstudents.org.uk/media/29154421-d3e7-4989-9e53-94413fd013f9/ofs-prevent-related-serious-incident-guidance.pdf
/about/documents/pdf/Student-Disciplinary-Procedure-2019-02-20.pdf
/about/documents/pdf/Fitness-to-Practise-Procedure-complete-2022-04-06.pdf
/about/documents/pdf/Extraordinary-Support-for-������ý�鶹��-Procedure-SR11-2022-01-24.pdf
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b) Concern is RELEVANT to Prevent but not serious enough for a Channel Referral. In 

such a case, relevant and appropriate welfare support may be put in place for the 

individual(s) involved in the concern; 

c) Concern is RELEVANT to Prevent and the case is serious enough to be referred 

externally by the Prevent Coordinator. In such cases, the National Referral Form 

at appendix B may be used to make the referral;  

d) NO CONCERN and EXIT. No further action is needed. 

1.5 The University’s APEX System will be used to record Prevent-related safeguarding 

concerns and the action taken in respect of the concern. 

 

2. External Prevent referral - Channel  

2.1 The Channel programme (‘Channel’) is an initiative which focuses on providing early 

support to people who are at risk of radicalisation, supporting terrorism or committing terrorist 

acts. Channel uses a multi-agency approach to: 
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are deemed not appropriate for the Channel programme. In these circumstances, the police 

will manage any risk of terrorism that might present. 

2.6 A Channel panel will review the progress of an individual in the Channel programme 

on a monthly basis. If there is an escalation of risk, where deemed appropriate, the police may 

transfer a case from Channel to police-led partnership management or escalate it into an 

investigation. The panel decides an individual will leave the Channel programme when there 

is no further risk of radicalisation. After an individual has left the Channel programme, their 

progress will be reviewed after 6 and 12 months as a minimum. If the individual shows further 

radicalisation-related concerns, they can re-enter the Channel programme and receive further 

support. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



mailto:studentsupport@brunel.ac.uk?subject=Prevent%20Concern
https://reportandsupport.brunel.ac.uk/
mailto:studentsupport@brunel.ac.uk
mailto:studentsupport@brunel.ac.uk
https://reportandsupport.brunel.ac.uk/
https://reportandsupport.brunel.ac.uk/
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FOR EXAMPLE:  
 

 Victim of crime, abuse or bullying. 

 Work, financial or housing problems. 

 Citizenship, asylum or immigration issues.  

 Personal problems, emotional difficulties, relationship problems, family issues, ongoing court proceedings. 

 On probation; any erratic, violent, self-destructive or risky behaviours, or alcohol / drug misuse or dependency. 

 Expressed feelings of injustice or grievance involving any racial, religious or political issue, or even conspiracy 
theories. 

 Educational issues, developmental or behavioural difficulties, mental ill health (see Safeguarding 
Considerations below).  

 Please describe any other need or potential vulnerability you think may be present but which is not mentioned 
here. 

 

OTHER 

INFORMATION 

Please provide any further information you think may be relevant, e.g. social media 
details, military service number, other agencies or professionals working with the 
Individual, etc.. 

Please Describe 

 

REFERRER’S ORGANISATIONAL PREVENT CONTACT (if different from above) 

Forename: Referrers First  Name(s) 

Surname: Referrers Last Name 

Professional Role & 
Organisation: 

Referrers Role / Organisation 

Relationship to Individual: Referrers Relationship To The Individual 

Contact Telephone Number: Referrers Telephone Number 

Email Address: Referrers Email Address 
 

PERSON WHO FIRST IDENTIFIED THE CONCERNS 
Do they wish to remain 
anonymous? 

Yes / No 

Forename:  

Surname: Referrers Last Name 

Professional Role & 
Organisation: 

Referrers Role / Organisation 

Relationship to Individual: Referrers Relationship To The Individual 

Contact Telephone Number: Referrers Telephone Number 

Email Address: Referrers Email Address 

PERSON MAKING THIS REFERRAL (if different from above) 

Forename:  

Surname:  
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